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CAPACITY OF TALLINN UNIVERSITY OF TECHNOLOGY

IN THE FIELD OF HARDWARE SECURITY,

TO BE ACHIEVED THROUGH NETWORKING ACTIVITIES WITH
ITS INTERNATIONALLY-LEADING TWINNING PARTNERS.

TalTech seeks to boost its scientific
excellence and innovation capacity with
the internationally renowned partners
CNRS/UM, TUM, KU Leuven and

TU Graz implementing a networking
strategy focused on four complementary
subtopics, respectively:

1. Test for security

2. Reverse engineering and defences
3. Side channel attacks
4

. Hardware-software architectural
vulnerabilities

OBJECTIVE 1:
Strengthen the research

OBJECTIVE 2:
Promote TalTech’s
competitiveness through
collaboration

OBJECTIVE 3:

Raise the research
profile of TalTech and
the partners

OBJECTIVE 4:

Contribute to the
SMART Strategy
of Estonia

OBJECTIVE 5:

Contribute
capability of TalTech and
its partners

to the safety aspects
of e-Estonia

MAIN OBJECTIVES OF THE PROJECT

Short term staff Short term exchanges of Organization of workshops Dissemination and

exchanges early stage researchers and summer schools outreach
ACTIVITIES
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